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R E Q U E S T  F O R  Q U O T A T I O N  
 

NEGOTIATED PROCUREMENT (SVP) NO.: RFQ19 - 040 

 

Cloud Based Web Application Firewall and Login Protect 

Incapsula Licenses 

 
April 26, 2019 

 
The Credit Information Corporation invites all eligible suppliers to quote the best offer for the 
described item (see attached Terms of Reference) subject to the Terms and Conditions and 
within the Approved Budget for the Contract. 
 

Qty UOM Item Description Unit Cost 
Approved Budget 
for the Contract 

 
1 
 

Lot 

Cloud Based Web Application Firewall Php. 507,000.00 Php. 507,000.00 

Website Annual Subscription  
(2 websites) 

Php.   50,700.00 Php.  101,400.00 

Incapsula Login Protect Licenses  
*50 User License Annual Subscription 

Php.   97,500.00 Php.    97,500.00 

Contract 
Duration: 

ONE (1) Year. 

 
Required Documents/Information to be submitted as Attachments to the Proposal: 

 PhilGEPS Registration Number/Certificate 

 Mayor’s/Business Permit 2019 

 Income/Business Tax Return 2018 

 BIR Certificate of Registration 

 
Kindly submit/ send your quotation to the below indicated office address or email addresses, duly 

signed by you or your authorized representative, not later than May 6, 2019 / 10:00AM. 

 
Administrative Office 
Credit Information Corporation (CIC) 
6th Floor Exchange Corner Building, 107V.A. Rufino Street  
Corner Esteban Street, 1229, Makati City 
 
tonirose.unciano@creditinfo.gov.ph and analiza.chua@creditinfo.gov.ph. 
 
 
Thank you. 
 
 
Very truly yours, 

  

                     
              SGD        
TONI ROSE E. UNCIANO 
Administrative Services Officer V 

 
 
 

mailto:monica.sadia@creditinfo.gov.ph
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PRICE PROPOSAL AND COMPLIANCE FORM 

 

Cloud Based Web Application Firewall 

 

Technical Specifications 
 

 

1. The project calls for the supply and delivery of  four (4) Cloud-based Web Application 
Firewall (WAF) Incapsula licenses. The said solution will enable CIC to improve security 

of  its public-facing web applications. 

 

2. The scope of  the project is not limited to the supply of  the WAF alone, since it involves 
other services for the integration with the Credit Information System. 

 
3. The following components and/or specifications are mandatory requirements and 

should be delivered as part of  the project.  
 

4. The following Technical Specifications applies to the WAF solution except where 
otherwise stated. 

 

5. Bidders must state either “Comply” or “Not Comply” against each of  the individual 
parameters of  each Specification stating the corresponding performance parameter of  

the equipment offered. Statements of “Comply” or “Not Comply” must be supported 

by evidence, proof of compliance and/or clearly explained by way of example in a 

Bidders Bid and cross-referenced to that evidence. A statement that is not supported 
by evidence or is subsequently found to be contradicted by the evidence presented will 
render the Bid rejected. A statement either in the Bidders statement of  compliance or the 
supporting evidence that is found to be false may be regarded as fraudulent and render 
the Bidder or Supplier legally liable. 

 
NOTE: It is important and absolutely required that absence of any component, hardware, 
software, peripherals, accessories or services, that may be needed to deliver the final output shall be 
the sole responsibility of the bidder, and therefore, should NOT compel the Procuring Entity to buy 
them to complete the project. 

 

Item Technical Specification 

Statement of 
Compliance 

“Comply” / “Not 
Comply” 

for each specification 

 

A. Four Cloud-based Web Application Firewall (WAF) & Fifty (50) Login Protect 

Incapsula licenses with the following specifications: 

 1. A cloud based Web Application Firewall (WAF) service that 

offers powerful way to protect critical web applications and 

optimize website performance. 

 

 

 2. The solution must leverage accurate rule-sets to protect 

websites against known and emerging cyber threats, such as 

SQL injection, cross-site scripting (XSS), illegal resource 

access, comment spam, site scraping, malicious bots, and 

other OWASP top ten vulnerabilities. 
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Item Technical Specification 

Statement of 
Compliance 

“Comply” / “Not 
Comply” 

for each specification 

 

 3. DDOS attack mitigation and defense for all types of DDoS 

attacks. 

 

 

 4. Content Delivery Network function to improve website 

responsiveness, lower web server utilization, and reduces 

bandwidth consumption. The solution should automatically 

cache and serve website content from  distributed data-

centers, to eliminate bottlenecks at central servers and ensure 

that website visitor is receiving content from the datacenter 

with closest proximity to their geographical location. 

 

 

 5. Provides automated PCI reporting without impacting web 

development processes and does not require in-house PCI 

expertise or involved PCI consulting projects 

 

 

 6. Cloud-based Deployment 

 

 

 7. Protect log-in pages of publicly available web applications 

with strong two-factor authentication without integration, 

coding or software changes. End-user should be able to 

manage and control multiple logins across several websites 

in a centralized manner. 

 

 

 8. Two-factor authentication is supported using either E-Mail, 

SMS, or Google Authenticator. 

 

 

B. One (1) Year Maintenance Support 

 1. 8 X 5 on-line/on-site technical support  

 2. Response time within two (2) hours from receipt of notice  

 3. Fine tune, correct, and/or enhance as may be needed to 

address business requirements 

 

 4. Correct/fix any system problems identified within the 

agreed service level 

 

 5. Monitor performance for efficiency   

C. Knowledge transfer (Basic/advanced to cover configuration, and administration) 

 1. Two (2) hours of training/walk-through for the participants   

 2. Two (2) participants   

Implementation / 
Delivery Period: 

THIRTY (30) Calendar Days from receipt of Contract / Purchase Order 

Installation / 
Delivery Site: 

6F Exchange Corner Building, V.A. Rufino St. cor. Esteban St., Legaspi Village, 
Makati City 

Brand: Please Specify BRAND 

Unit Price: 
 

P_________________________________________________ 

Total Price: P_________________________________________________ 
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TERMS AND CONDITIONS 

 
1. All entries shall be typed or written in a clear legible manner. 

2. Bidder shall offer one (1) bid only.  Alternative bids shall be rejected. 

3. Price Validity: All prices quoted herein are valid, binding and effective for a period of 

THIRTY (30) calendar days upon issuance of this document. 

4. As a general rule, price quotations to be denominated in Philippine Peso shall 

include all taxes, duties and/or levies payable. 

5. The CIC Technical Working Group may require you to submit documents that will 

prove your legal, financial and technical capability to undertake this contract. 

 

 

We undertake, if our proposal is accepted, to deliver the goods in accordance with the 

foregoing delivery period. 

 

We agree to abide by this proposal for the price validity period specified in the terms and 

conditions and it shall remain binding upon us and may be accepted at any time before the 

expiration of that period. 

 

Until a Purchase Order is prepared and executed, this Proposal shall be binding upon us.  

We understand that you are not bound to accept the lowest or any Proposal you may 

receive. 

 

 
 

 

 
 
 

 
  

AUTHORIZED SIGNATURE over PRINTED NAME  
 
 

COMPANY / SUPPLIER NAME 
 
 

TEL NO./ MOBILE NO./ EMAIL ADDRESS 
 
  

DATE 


